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Reed College computing resources are provided for use by all Reed students, faculty and staff. 
Alumni and other individuals may use computer facilities by special permission, as guests of 
the College. All eligible individuals who wish to use the computing 



• unauthorized use or distribution of someone else's identity, username or password, to 
access remote computers via Reed's network facilities; 



destruction of data. Users are encouraged to seek guidance from an appropriate supervisor, 
senior officer, or the chief information officer if it is unclear whether or not specific information 
is confidential. 

Confidential data shall be used only as required in the performance of College duties, and may 
not be inspected, copied, altered, deleted, shared, granted access to, or used in any other 
manner, except as required in the performance of those job duties. 

Reed community members are responsible for the security, privacy, and control of data in their 
care, access privileges entrusted to them, and their username/password. If there is reason to 
believe that the user's username/password is known by or has been used by another person, 
the user must immediately notify an appropriate supervisor, senior officer, or the chief 
information officer. Reed community members must take every reasonable precaution to 
prevent unauthorized access to confidential data. Such data shall not be presented or shared 
inside or outside the College without prior approval from the appropriate supervisor or senior 
officer of the College. Confidential data should never be left on any device to which access is 
not controlled. 



Information Technology (IT) shall review requests for access to central data systems and serve 
as the initial point of resolution in instances where requests for such access conflict with this 
statement. 

Appropriate College procedures shall be followed in reporting any breach of security or 
compromise of safeguards. 

Illegal Copying of Software and Other Copyrighted 
Materials 
Respect for intellectual labor and creativity is vital to academic discourse and enterprise. This 
principle applies to works of authors, artists, and publishers in all media including text, music, 
images, software and other domains. It encompasses respect for the right to acknowledgment 
and the right to determine the form, manner, and terms of publication and distribution of one's 



Privacy, Storage and Transmission of Electronic 
Materials 
The College respects each individual's right to privacy and takes steps to prevent unauthorized 
access to electronic materials stored or transmitted via College computing or network 
equipment. However, the College reserves the right to examine such materials at its sole 
discretion in certain cases; for example, when there is a potential violation of a law or of 



• 




